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1
Decision/action requested

Adding key issue on security issues for Accessing PLMN services via non-public networks and vice versa
2
References

3
Rationale

4
Detailed proposal

START OF CHANGE
5.X
Key Issue #X: Security implications for accessing PLMN services via non-public networks and vice versa
5.X.1
Key issue details
This key issue will study how a UE, if otherwise allowed will access a PLMN and an NPN. A PLMN need to authenticate a UE for network access and to grant service over PLMN network. But where SLAs allow between a PLMN operator and an NPN operator, it need to be studied what security model could be adopted with authentication in both networks or authentication in only one of the networks.
5.X.2
Security threats

5.X.3
Potential security requirements
The 5G system shall support access for different types of identities and credentials to be used for UE network access authentication allowing communication in both, PLMN and NPN.
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